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FY16 Army GPC PMR Toolkit
Notes to Assessors:  
1. Questions in red indicate Level 4 Severity Codes (Statutory and/or Regulatory requirements).  

2. Rating of the toolkit should follow the Army PMR Business Rules and Non-contract Deficiency Risk Rating Matrix.
3. Responses to discussion questions or explanations may be completed as an attachment.

References:  


(1) Army Federal Acquisition Regulation Supplement (AFARS) Appendix EE – Army GPC Operating Procedures
(2) DOD Charge Card Guidebook

a. Management Controls  
1. Does your control environment provide reasonable assurance that the following objectives are being achieved? 
	
	Yes
	No

	a. Management controls shall effectively identify, correct, and minimize fraud, waste, and abuse
	
	

	b. Specific controls in place to ensure losses due to fraud, waste, and abuse are minimized
	
	

	c. Proper training and supporting resources are in place to ensure program officials have the knowledge and tools to be effective in their card responsibilities
	
	

	d. Effectiveness and efficiency of operations 
	
	

	e. Reliability of financial reporting
	
	

	f. Compliance with applicable laws and regulations
	
	

	g. Safeguarding of assets and preventing and detecting errors, fraud, waste and abuse
	
	

	h. Prevention of or prompt detection of unauthorized acquisition, use, or disposition of an agency’s assets
	
	


2. Are the GPC policies/procedures being properly applied?  Yes____ No____
3. Are the GPC policies/procedures overly restrictive?  Yes____ No____
4. Is the contracting activity over-reliant on a single course of action?  
Yes____ No____
	
	Yes
	No

	a. Is mission readiness degraded due to inaction, misapplying policies/procedures?
	
	

	b. Is the activity using all available procurement tools?
	
	

	c. Are general policy rules and exceptions/waivers understood?
	
	


5. Is your activity meeting GPC program outcomes and Army initiatives through effective stewardship of resources?
	
	Yes
	No

	a. 100% Level 4 A/OPC annual review of all Billing Officials
	
	

	b. Only organizations with procurement authority are authorized to establish GPC programs
	
	

	c. Meet the Army Delinquency Standard of 0.75% for all invoices greater than 60 days
	
	

	d. Performing required assessments
	
	

	i. Adequacy of the control environment
	
	

	ii. Ongoing need for cards
	
	

	iii. Credit limits
	
	

	iv. Financial exposure
	
	

	v. GPC training 
	
	

	vi. Systemic trends and weaknesses and corrective actions taken
	
	

	vii. Adequate SOPs in place to supplement AFARS Appendix EE
	
	

	viii. Span of Control ratios for A/OPCs and Billing Officials
	
	

	ix. Implementation of Best Practices
	
	

	x. Annual meeting with Level 3 A/OPC to assess overall health of GPC program
	
	

	e.  Utilizing and reviewing performance metrics
	
	

	f.  Training of Personnel
	
	

	g.  Meeting Army initiatives 
	
	

	i. Increase rebates
	
	

	ii. Decrease delinquencies
	
	

	iii. Increase use of GPC for contract payments
	
	


6. Is management setting the objectives, putting the control mechanisms and activities in place, and monitoring and evaluating the internal controls to ensure reasonable assurance, not absolute assurance of internal controls, based on the related cost and benefits?  Yes____ No____

7. Is leadership providing a positive control environment with discipline and structure as well as the climate which influences the quality of internal control by setting the tone, removing temptations for unethical behavior, providing discipline when appropriate, ensure personnel are trained to possess and maintain a level of competence that allows them to accomplish their assigned duties, and holding personnel accountable for their actions?   Yes____ No____
8. Do GPC personnel have performance standards that include charge card responsibilities?   Yes____ No____
9. Does your organizational structure clearly define GPC key areas of authority and responsibility and establish appropriate lines of reporting?  (e.g. appointment letters)  Yes____ No____
10. Do your control activities (policies, procedures, techniques, and mechanisms that enforce management’s directives such as approvals, authorizations, verifications, reconciliations, performance reviews, security, and record retention) provide evidence of execution of these activities and appropriate documentation to address risks? 
	
	Yes
	No

	a. Top level reviews of actual performance
	
	

	b. Reviews by management at the functional or activity level
	
	

	c. Management of human capital
	
	

	d. Controls over information processing
	
	

	e. Physical control over vulnerable assets
	
	

	f. Establishment and review of performance measures and indicators
	
	

	g. Segregation of duties
	
	

	h. Span of control for GPC hierarchy, A/OPCs, and Billing Officials
	
	

	i. Proper execution of transactions and events
	
	

	j. Accurate and timely recording of transactions and events
	
	

	k. Deactivate and turn in all GPC when CHs depart the base, installation, or activity
	
	

	l. Systems security, access, and maintenance
	
	

	m. FOIA requests
	
	

	n. Access restrictions to and accountability for resources and records
	
	

	o. Appropriate documentation of transactions and internal control
	
	


11. Is information and communication reliable, relevant, and timely recorded and communicated to management and others within the organization who need it in a form and within a time frame that enables them to carry out their internal controls and other responsibilities?  Yes____ No____
12. Are Level 3 A/OPCs identifying, capturing, and distributing information on operational and financial data to determine whether their GPC program is in compliance and meeting their agencies’ strategic and annual performance plans and meeting their goals for accountability for effective and efficient use of resources?  Yes____ No____
13. Does your organization promptly evaluate findings from audits and other reviews, and complete within established time frames, all actions that correct or otherwise resolve the matters brought to management’s attention?  Yes____ No____
14. Are the roles and responsibilities of the GPC program being carried out at the proper GPC hierarchy level?  Yes____ No____

15. Are CHs maintaining the physical security of the GPC?  Notify the bank/A/OPC for all lost/stolen cards timely?  Yes____ No____

16. Are the Level 3 and 4 A/OPCs managing delinquent billing and CH accounts to minimize the payment of Prompt Payment Act interest and penalties, and the suspension of accounts?  Yes____ No____
17. Did the Commander/Director take immediate action to review and adjust the employee’s access to classified information in response to allegations of charge card misuse or abuse or upon receipt of information that raises serious questions as to the individual’s ability or intent to protect classified information or execute sensitive duties?  Yes____ No____
18. Do the GPC program participants have the knowledge, skills, and abilities to function efficiently and effectively?
	
	Yes
	No

	a. Understanding relevant policies, procedures, and commercial practices
	
	

	b. Ability to communicate, organize, and manage effectively
	
	

	c. Basic analytical and computer skills
	
	

	d. Ability to analyze, research, and provide concise recommendations to leadership on required actions to prevent or correct problems
	
	


b. Making Purchases

1. Are purchases screened to ensure each purchase meets the criteria for an authorized purchase and are the below key steps in making a purchase consistent? 
	
	Yes
	No

	a. The GPC shall be used only for mission-essential purchases
	
	

	b. The GPC shall not be used to split payments or to split purchases to avoid exceeding the authorized limit
	
	

	c. Identify the requirement and ensure it fulfills a mission essential need (use PR form)
Note:  GPC transactions lacking a written PR form shall be considered self-generated by CH
	
	

	d. Document availability of funds at the time of each purchase
	
	

	e. Determine whether the requirement can be met within the limits specified in the CH’s delegation of authority letter
	
	

	f. Ensure the GPC is not used to issue a task or delivery order that exceeds the CH’s single purchase limit
	
	

	g. Obtain any required special approvals (e.g. PBO)
	
	

	h. Distribute micro-purchases equitably among qualified suppliers (e.g. rotate sources)
	
	

	i. Screen each purchase to determine the appropriate procurement method (e.g. GPC, PO, contract, BPA)
	
	

	j. Screen for and use required sources of supply and mandatory Army sources (e.g. green procurement, FSSI BPAs, BSCs, AbilityOne)
	
	

	k. Screen for strategic sourcing opportunities
	
	

	l. Screen for non-mandatory sources (e.g. FSS contracts/BPAs, GSA Advantage, Government-wide acquisition contracts, multi-agency contracts, DOD EMALL contracts, and commercial sources
	
	

	m. Issue MIPR to the DOD component responsible for these commodities:  flags/pennants, badges/insignia, tents, weapons, ammunition (unless exception exists), and explosives
	
	

	n. Ensure each purchase is at a fair and reasonable price (see FAR Part 13)
	
	

	o. Identify tax exempt status
	
	

	p. Determine appropriate shipment method
	
	

	q. Only the CH can make purchases
	
	

	r. Make the purchase in person, electronically, via telephone, or via email.  When using email, do not include the card number in the email.
	
	

	s. Record the item in the purchase log
	
	

	t. Independently receive the item
	
	

	u. Use of WAWF to create and accept receiving reports is mandatory when the GPC is used as a method of payment against a contract
	
	

	v. Provide a copy of the receipt to the PBO within 5 days of receiving the receipt
	
	

	w. Disputing a charge
	
	

	x. Consider small businesses and socioeconomic programs to the maximum extent practicable when using the GPC for purchases up to the micro purchase threshold
	
	

	y. No CH may have more than 3 CH accounts
	
	

	z. GPCs shall not be issued to contractors, but GPCs may be issued to FLNs
	
	

	aa. The Certifying Officer is required to retain GPC supporting documents
	
	


2. Are BO and CH spending limits tied to funding allocated and consistent with historical usage and spending patterns?  Yes____ No____
3. Are CHs seeking vendors that have adequate supply inventory or labor capacity for services to effect delivery within 30 calendar days?  Yes____ No____
4. Are CHs complying with DOD and Army strategic sourcing initiatives?  (e.g. obtain lower negotiated prices)  Yes____ No____
5. Are contracting activities identifying recurring, repetitive purchases and putting these acquisitions into contract vehicles where the GPC is the method of payment?  (e.g. utility service needs)  Yes____ No____
6. Did the CH make any unauthorized, questionable, or abusive purchases, or commit any misuse such as split requirements?  Yes____ No____
7. Purchase Log:  Do all Card Holders (CHs) maintain either an electronic or manual log (if not electronically enabled) for each GPC transaction?   Yes____ No____
8. Positive System of Funds Control:  Are fund limits consistent with historical spending patterns to minimize Government exposure and ensure adequate funds availability?  Yes____ No____  
9. Separation of Duties:  Are key duties assigned to different individuals?  Key duties:  making purchases (CH), verifying purchases (A/BO), authorizing payments & certifying funding (BO, RMs), independent receipt and acceptance, and reviewing and auditing functions (A/OPC and Property Book Officers)   Yes____ No____
10. Reconciliation/Approval by the CH:  Do CHs reconcile the CH statement received from the issuing bank against the purchase card log and transaction documentation each billing cycle?   Yes____ No____
11. Reconciliation/Approval by the Accountable/Billing Official (A/BO):  
	
	Yes
	No

	a. Did the A/BO approve or reject each purchase made by the CHs under his/her hierarchy (completed after the CH has approved his/her entire CH statement)?
	
	

	b. Did the A/BO certify the entire invoice as legal, proper, and correct in accordance with his/her responsibilities (completed after the A/BO completed the review of each invoice submitted for his/her card accounts)?    Cardholder misuse, the Government is liable to pay; however, action may be taken against the CH.
	
	

	c. Did the A/BO verify the previous invoice(s) were paid, and if not, take appropriate action to prevent a payment delinquency?
	
	

	d. What payment procedures are in place for cardholders to take advantage of any savings such as rebates? (i.e. purchasing first two weeks of each month, approving transactions prior to cycle end date, event driven notifications, contacting BOs and CHs timely after the cycle end date, etc., ensuring you know the point of contacts for various payment delinquency root causes, disciplinary action such as restricting purchasing and removal of GPC privileges)
	
	

	e. Are invoices certified by A/BO serving as Certifying Officers through written delegations?
	
	

	f. Dispute Authority:  Did the CH dispute all transactions within the established timeframe (60 days from the date of the billing cycle)?  The CH must attempt to promptly identify, report, and resolve any transactions that require the reporting of disputed or fraudulent transactions to the bank.
	
	


c. Authorization Controls
1. Ensure that cards serve a valid business need, and deactivate or close those that do not, and verify required training is completed prior to issuance of a GPC.  
Yes____ No____
2. Are A/OPCs, BO, and CH’s authority documented in writing and updated when changes occur, and copies of their delegation of authority retained by the appropriate A/OPC?  All appointees must countersign their letters to acknowledge they have reviewed, understand, and concur with their GPC program responsibilities.  GPC appointment letters must clearly state their duties, any dollar limit of procurement authority, and any limitations on the scope of authority to be exercised other than those contained in applicable law or regulation.  
Yes____ No____
3. Are all Certifying Officers appointed and terminated using the DD Form 577?  All Certifying Officers must complete an approved Certifying Officer Legislation course within two weeks of their appointment and before actually performing as a Certifying Officer.  Yes____ No____
4. Are appropriate spending limits and Merchant Category Code (MCC) access tailored to each CH account?  Yes____ No____   

5. Do spending limits and MCC access reflect historical buying patterns/trends?  Yes____ No____                                                              
6. Did the A/OPC perform at a minimum an annual review of all BO and CH monthly credit limits to minimize financial exposure and reduce monthly credit limits to reflect budgetary and/or historical buying patterns/trends?  Yes____ No____
7. Systems Access Security: 
	
	Yes
	No

	a. Are appropriate safeguards in place to control issuance and safeguarding of access credentials to the Electronic Access System (EAS)? (i.e. control issuance of A/OPC, BO, and CH access to government and contractor GPC systems)
	
	

	b. Are you reviewing these safeguards periodically and restricting access to only those personnel properly trained, nominated, and duly appointed as an A/OPC, BO, and CH with a need for such access?
	
	

	c. Describe current safeguards and when you last reviewed personnel access.
	
	


8. Available Funding Integrity: Are certified lines of accounting (LOAs) traceable through disbursement, and all changes documented and certified?   
Yes____ No____
9. Invoice Integrity: Is an electronic certification process in place to ensure the original electronic invoice is traceable from the vendor through the certification and entitlement processes, and retained in a Government record?  Yes____ No____
10. If the original invoice submitted by the contract is in paper form, did the Certifying Officer determine if the invoice is proper for payment and affix his/her signature in accordance with governing provisions of the DoD FMR?  Yes____ No____
11. Did the Head of the Activity make a determination for the need for a card program and ensure management controls and adequate supporting resources are in place to minimize card misuse, and make the request to the appropriate functional activity?  (e.g. contracting, RM)  Yes____ No____
12. Has the PARC reviewed the GPC program under his/her purview and made a determination in writing that adequate resources are in place to efficiently and effectively manage the program to meet Army requirements within compliance with the Army GPC Operating Procedures as outlined in AFARS Appendix EE?  
Yes____ No____
13. Does every personnel/base installation departure checklist include the requirement to deactivate and turn in all GPCs when CHs depart the base, installation, or activity?  Yes____ No____
14. In the event of an emergency need for a contingency, military surge environment, or a humanitarian aid operation are activities taking affirmative steps to ensure this flexibility is used solely for the efforts that have a clear and direct relationship with the event and include appropriate management controls to support the new authority?  Yes____ No____
15. Is the Certifying Officer retaining GPC transaction supporting documentation for 6 Years and 3 months per record retention requirements?  Foreign Military Sales (FMS) documents are retained for 10 years from the date of the final case closure.  Yes____ No____
d.
Surveillance Reporting and Surveillance Reviews
1. Do you have a surveillance plan in place?  Yes____ No____
2. Has the Level 3 A/OPC implemented a surveillance plan for all Level 4 A/OPCs within their oversight?  Yes____ No____
3. Is the level 4 A/OPC adhering to the surveillance plan provided by the Level 3 A/OPC?   Yes____ No____
4. Does the surveillance plan include reports available through U.S. Bank and PCOLS, and include high risk transactions as flagged in Access Online and PCOLS?  Yes____ No____
5. Is the Level 4 A/OPC identifying and analyzing review trends and systemic weaknesses?  Yes____ No____
6. In assessing findings from surveillance reviews are you determining the root causes?  Yes____ No____
· System issue (e.g. GFEBS, payments, PCOLS enhancement need)

· Policy/Procedure/Process Issue (e.g. payment process glitches)

· Statutory or Regulatory Compliance Issue (e.g. PBO, SAM)

· Resource Issue (e.g. lack of manpower)

· Training Issue (e.g. miscommunication, unaware, personnel lack KSAs)

· Personnel Issue (e.g. repeated non-adherence after targeted training)

· Enforcement Issue (e.g. lack of) 
7. If someone other than Level 3 or Level 4 A/OPC conducted the review, did the Level 3 or 4 A/OPC provide guidance on what was expected of the reviewer and was the reviewer properly trained/qualified to perform the review?  Yes____ No____
8. What methodology (in-person vs. electronic review and risk analysis determination) is being used to conduct reviews?

· # of in-person reviews: 
 __________

· # of electronic reviews: 
 __________

· Risk analysis methodology: 
 __________   

9. What analytical computations or spreadsheets/graphs are being completed to document surveillance results?  (i.e. financial exposure, metrics, purchasing ranges and history, vendor analysis, certifications and training, payment history & delinquencies, past surveillance history and repeat findings, major risk and opportunity areas, strategic sourcing)
10. Are corrective action plans effective to prevent repeat findings and observations on surveillance reviews?  (i.e.  Did you review the last review report to see if corrective action was implemented as part of the current review?)  Yes____ No____
11. As a result of surveillance, are violations of GPC policies and procedures being addressed and reported?  (i.e., Evidence of deliberate abuse shall be referred to the CH’s and/or BO’s Commander by the CCO for appropriate action, and evidence of fraud referred to an investigative body.)  Yes____ No____
12. Are personnel being disciplined for repeated non-compliance with regulations, policy and procedures?   Yes____ No____
13. Does the Level 4 A/OPC have an approved review schedule to conduct an annual review of 100% of BO accounts, to include a minimum representative sample size of 25% of transactions for each BO account?  Yes____ No____
14. Did this review include PCOLS Data Mining/Risk Assessment reviews, transactional reports from the Bank’s EAS (or other electronic oversight process), DoD Checklist and Certification Template, and the Formal Reporting Requirements Template?   Yes____ No____
15. Did the review focus on transaction activity and overall adherence to the purchase card program requirements?  Yes____ No____
16. Were the previous findings and recommendations addressed, and resulting corrective actions taken?     Yes____ No____                
17. Were the review results documented and briefed to the BO and BO’s supervisor detailing findings, discrepancies, issues, and/or identifiable trends?  
Yes____ No____
18. Were review results briefed and documented to the PARC and Level 3 A/OPC? Yes____ No____
19. Are the Level 3 A/OPCs the focal point for audit/internal reviews and FOIA requests?  Yes____ No____
20. Did the Level 4 A/OPC provide a semi-annual surveillance report to the Level 3 A/OPC (due April 21st and October 21st)?      Yes____ No____
	
	Yes
	No

	a. Did the report address all aspects of the activity’s GPC program, to include: GPC usage requirements; GPC documentation, processing, and financial requirements; convenience check writer requirements; and training?    
	
	

	b. If no, did the Level 3 A/OPC review the report submission with the Level 4 A/OPC to address areas of non-compliance?  
	
	


21. Semi-Annual Surveillance Reviews.

	
	Yes
	No

	c. Did the Level 3 A/OPC conduct semi-annual reviews of all Level 4 GPC programs within their oversight?  
	
	

	d. Did the Level 3 A/OPC document the results of their Level 4 program reviews in the semi-annual report to the Level 2 A/OPC?  
	
	

	e. Did Level 3 A/OPC brief surveillance results to PARC and document the results?  
	
	


e.
Reporting of Foreign Travel to Security Office

1. IAW DOD 5200.01, Vol. 3, AR 380-5, and AR 380-67, did all personnel possessing a DOD security clearance report to their security office all personal foreign travel in advance of the travel being performed?  (i.e. for surveillance reviews OCONUS)  Yes____ No____
2. IAW DODM 5105.21-V3, did all personnel possessing a DOD security clearance and indoctrinated into the SCI Program report to their security office all official and personal foreign travel in advance of the travel being performed?   Yes____ No____
i. Standardized Purchase Request Form

1. Do Level 3/4 A/OPCs have a PR form in place to document requests for GPC purchases?  Yes____ No____
2. Was the standardized purchase request form provided to the requirements community? Yes____ No____
3. Does the purchase form identify the following?  
	
	Yes
	No

	a. Requesting activity with authorized signature authorizing the purchase as a legitimate government need
	
	

	b. Funding approval with signature
	
	

	c. Good or service (i.e. salient characteristics, quantities, part numbers) with estimated pricing
	
	

	d. Where to deliver the good/service and point of contact with required delivery date
	
	

	e. Recommend sources
	
	

	f. Required sources of supply/services review
	
	

	g. Signature for independent receipt and acceptance
	
	

	h. All signatures for any approvals, screening necessary (e.g. IT, PBO)
	
	


g.   Training and Training Requirements
1. Is training tracked and maintained by the Level 4 A/OPC and ensure refresher training is completed every two years and reviewed during the annual review.  Yes____ No____
2. Was the GPC used as the method of payment for all commercial training requests using the SF182 =< $25K in lieu of an employee reimbursement by miscellaneous payment?  Yes____ No____
3. Are all tailored training or tailored training materials requirements placed on a contract by a KO? Yes____ No____
4. How are Level 3 and Level 4 A/OPCs tracking training requirements?  Yes____ No____
5. What percentage of Level 3/4 A/OPCs are certified in contracting and/or purchasing?    ______
6. How do you notify A/OPCs, BOs, and CHs when training requirements are due?
7. Has the Level 3 A/OPC updated local GPC training, policy and procedures to properly reflect guidance in the Army GPC Operating Procedures?  
Yes____ No____  
When was the last time the Level 4 A/OPC updated local GPC training?  __________
8. Does the Level 3/4 provide training on procurement methods and standards, authorized transaction criteria, procurement thresholds, and required sources of supplies and services?  Yes____ No____
9. Are your GPC training materials updated as a result of surveillance trends and systemic weaknesses? Yes____ No____
10. Has training been updated to reflect GFEBS and PCOLS processes?  (i.e. once PCOLS is in place, card setup and maintenance is performed in PCOLS vs. AXOL)  Yes____ No____
11. Has anyone observed the GPC training for adequacy, completeness and relevancy, and provided their input to the Level 3 A/OPC?  Yes____ No____ 
12. Has this training been reviewed and approved by someone outside the GPC community (i.e. PARC, policy chief, DOC, training coordinator).  Yes____ No____
13. What training and reference materials are provided to A/OPCs, BOs, and CHs? 

NOTE:
· Training should be aimed at developing and retaining employee skill levels to meet changing organizational needs.
· Management should ensure that skill needs are continually assessed and that the organization is able to obtain a workforce that has the required skills that match those necessary to achieve organizational goals.

h.   Procurement Methods

1. Is the Level 3 A/OPC conducting a strategic assessment of GPC procurement methods?  (e.g. micro-purchases, purchase orders, convenience checks, ordering officer, contract payments, training requirements, BPAs, ISAs, contract, BOA)  Yes____ No____
2. What purchasing strategies are in place for various commodities/dollar thresholds?  (e.g. FSSI BPAs, BSCs, Agency BPAs, consolidating purchases, required sources of supply) 
3. Are there opportunities to realize cost savings, increase rebates or gain greater purchasing efficiencies through strategic sourcing efforts or changes in purchasing behaviors?  (e.g. using Federal Strategic Sourcing Initiative BPAs, Base Supply Centers, consolidating buys, requesting volume discounts, etc.)  Yes____ No____
4. What Blanket Purchase Agreements have you put in place as a result of your purchasing strategy?
5. Do you have a clear chronological (time of occurrence) and/or sequential process in place in order to answer the question:  Can I purchase this? (e.g. authorized purchase card criteria, decision tree model, FAQs, etc.)  Yes____ No____
6. Has the contracting activity established an adequate supply chain for various commodities by performing market research and rotation of sources?  
Yes____ No____
i.
Formal Reporting Requirements
1.  Did the Level 3 A/OPC submit the quarterly OMB report and the semi-annual surveillance timely?  Yes____ No____
2. Did the Level 3 A/OPC outline routine reviews of their program, identifying compliance reviews, reports, adverse actions, and exceptional activities?  
Yes____ No____
3. Did the Level 3 A/OPC submit a summary of the corrective actions taken by the Level 4 A/OPC to reduce the number of delinquent accounts and the results of the corrective actions?  Yes____ No____
4. Did the CH issue an individual contract action report (CAR) using the reporting procedures for FPDS-NG?  Yes____ No____
	
	Yes
	No

	a. Any contract or order where the GPC is used solely as the method of payment (e.g. in lieu of payment by DFAS)
	
	

	b. Any actions/orders placed under a federally awarded contract where the GPC is both the method of purchase and payment (e.g. Government-wide contract, IDIQ contract, BPA, BOA)
	
	

	c. Open market micro-purchases that are not orders under FSS, agreement or contract made with the GPC are not required to be reported to FPDS-NG; however, they may be if the Army chooses
	
	

	d. Awards that are awarded and performed, or purchases that are made, outside of the U.S. the actions must be individually reported if they are valued at $25K or more
	
	


j.   Semi-Annual Report on Purchase Charge Card Violations
1.
Did the Level 3 A/OPC provide to the Level 2 A/OPC the semi-annual report on purchase charge card violations identifying the below?
	
	Yes
	No

	a. Summary description of confirmed violations involving misuse of a purchase card or integrated card.
	
	

	b. Summary description of all adverse personnel actions, punishment, or other actions taken in response to each reportable violation involving misuse of a purchase or integrated card.
	
	

	c. Status of all pending violations.
	
	


k.   Property Accountability 

1. Did the PBO sign off on the Purchase Request (PR Form) as evidence of screening the purchase requirement prior to delivery of the PR form to the cardholder?  Yes____ No____
2. Did the CH screen the PR form to ensure PBO signed off on the PR Form prior to making the purchase?  Yes____ No____
3. Did the CH provide the purchase receipt to the PBO within 5 days of obtaining the receipt per AR 710-2?  Yes____ No____
4. Did the Level 4 A/OPC assess whether cardholders provided the GPC receipts to the PBO during their monitoring and oversight reviews of the Billing Officials?  Yes____ No____
5. Did the Level 3 A/OPC update their GPC training per the AFARS Appendix EE paragraph 3-10?  Yes____ No____
l.   PCOLS  

1. Are all program officials in PCOLS-deployed organizations utilizing the PCOLS system to issue and maintain GPC accounts?  Yes____ No____ N/A____Where PCOLS has not been deployed, the bank EAS shall be used.

2. Are high risk transactions identified and reviewed using a data mining capability?  Yes____ No____
3. Are you using PCOLS to capture and define organizational purchase card hierarchies, document authority chains, and identify relationships among GPC roles?  Yes____ No____
4. Are you utilizing the PCOLS Risk Assessment Dashboard and the Program Management Report to assess and report on the overall “health” of your GPC program?  Yes____ No____
5. Are PCOLS flagged transactions and case reviews resolved timely?  
Yes____ No____
m.   Convenience Checks  

1. Were all checks written to vendors who do not accept the GPC?  Yes____ No____
2. Before any CC was issued, was every effort made to use the GPC, including sufficient research?  Yes____ No____
3. Were any checks written to vendors that do accept the GPC?  Yes____ No____
4. Except for contingencies, were any checks written over $3.5K for supplies, $2.5K for services, and $2K for construction?  Yes____ No____
5. Were any checks written to split requirements or avoid exceeding the authorized limit?  Yes____ No____
6. Were any checks written for recurring payments, or against existing contract instruments?  Yes____ No____
7. Were any checks written for employee reimbursements, cash advances, cash awards, travel-related transportation payments, meals, or payroll/salary payments?  Yes____ No____
8. Has the organization minimized the use of convenience checks, and performed market research to obtain vendors that do accept the card?  Yes____ No____
9. Is the Convenience Check Writer maintaining convenience check records to fulfill 1099-Misc tax reporting requirements?  Yes____ No____
n.   Metrics  

1. Are you utilizing GPC metrics to track and drive performance to improve GPC efficiencies and effectiveness?  Yes____ No____
	
	Yes
	No

	a. Reports available through Access Online
	
	

	b. 100% Annual Review of BO by Level 4 A/OPC
	
	

	c. PCOLS Risk Assessment Dashboard and the Program Management Report
	
	

	d. Convenience Check report
	
	

	e. Delinquency report
	
	

	f. Prompt Payment Interest
	
	

	g. Lost rebates calculation
	
	

	h. Annual assessments
	
	

	i. Ongoing need for cards and convenience checks
	
	

	j. Inactive cards report
	
	

	k. Use of rebate rate of return to monitor rebates and timely payment of invoices
	
	

	l. Monthly metrics report from U.S. Bank
	
	

	m. Misuse report
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